
 
 
Privacy Policy 
 
The acquired data, documents, and information are exclusively used by the Company for reference and actual 
business activities. The Client must submit the aforementioned details, which may or may not be limited to their full 
name, address, phone number, and email address. Depending on the type of appeal or use, the Company may 
occasionally ask the Client for additional personal information. Additional personal information may also contain 
Social Security numbers, account numbers, mortgage or health information, among other things. For security reasons, 
the Company may additionally gather information from the website about the Client's appointment. If not deemed 
required, the Company does not sell, license, lease, or otherwise reveal to a third party or affiliate any personal 
information about the Client. In order to deliver the service or product the client has requested or to give the client 
the chance to partake in the goods or services that the company's affiliates provide, the company reserves the right to 
reveal the client's information. Affiliates that help the Company run the website, run its business, or provide services to 
the Client will also be given access to general information about the Client. When required by law, the Company may 
also release information to regulatory, law enforcement, or other government agencies, third parties, or other 
government entities.  
 
In other cases, the Company will release Client information if it is essential to: a. comply with a legal duty; b. protect 
and defend the Company's rights or property. if the goal is to protect the clients' safety d. If it is necessary to protect 
the Company's service or product; e. If it is necessary to look into questionable trading and funding activities. 
Through email request, the Client can get the personal data that the Company has gathered about him or her. 
Protecting Information To give its clients a secure trading environment, the company uses security software, systems, 
and procedures. A Secure Socket Layer encryption technique is also used by the Company to safeguard the data 
collected through the website. Additionally, the Company has implemented security procedures in accordance with 
the privacy policy to safeguard the Client's financial, trading, and investing information. While the Company makes 
every effort to safeguard the Client's information, it cannot and does not promise that the information it collects or 
private messages it receives will always stay private. The Client understands that the Company will not be held 
responsible for transmissions or private messages that are unlawfully intercepted or accessed by a third party. The 
moment the Client uses the Company's services, the Company will assume that the Client is able to comprehend and 
accept this risk.  
 
You should only engage in such transactions if you fully understand the nature of the contracts (and contractual 
relationships) you are entering into and if you are capable of estimating the scope of your risk potential due to the 
high risks associated with trading derivatives and other leveraged products. Based on your experience, goals, risk 
tolerance, and other pertinent criteria, you should carefully assess if trading is a good fit for you. Performance in the 
past does not guarantee future outcomes. Security Administration Every sort of risk associated with its activities is 
regularly identified, evaluated, examined, and controlled by the company. In order to adequately cover the financial 
needs and capital requirements, the Company also periodically assesses the effectiveness of the policies, structures, 
and procedures. The Company is associated with top-tier institutions that offer realistic and sufficient safety measures 
for the Clients' funds, making it one of the financial services sector's most dependable and open companies. 
Encryption Advanced firewalls and Secure Sockets Layer, which encrypt and safeguard any information that the 
Company's servers receive, are used by the Company to provide a protected connection. By guaranteeing that all 
data stays intact throughout transmission, this security protocol also stops data theft and unlawful access by third 
parties while maintaining data integrity.  
 
All data and information acquired when using or carrying out a transaction (deposit/withdraw) on the Company's 
website are encrypted, and personal information entered on the website is protected by a security protocol to 
prevent data leaks. The Company collects data from cookies to enhance the trading experience for its clients. Cookies 
are a small file type that may be stored on the client's device by the client's web servers. Cookies give the Company 
information about the Client's access method, the pages the Client visits, and if the Client is logged in to the website. 
Cookies and other information gathered by the website will not be shared with or revealed to any parties. Cookies 
don't hold account or password information, and the Company won't track which websites the Client accesses on 
other websites. Through the web browser they use, the Client can control the cookies that are allowed and prevented. 
The Client acknowledges these terms, conditions, and risks by accessing the Company's website. If the Client chooses 
to disable cookies on the website, he or she can still use the Company's services, but some features might not 
perform properly or as intended.


